**TRENDS IN SHARED SECURITY DATA**

**Abstract**: The current paper seeks to explore the development of the legal framework related to the European Data Strategy in the field of security and related to the exchange of datasets between law enforcement authorities. The text will delve into and compare the categories of open data and data available in open-source intelligence investigations.
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A Europe of innovation, a Europe for citizens - these are some of the guiding messages derived from the strategic documents adopted in the framework of the last European Commission mandate (2019-2024), and the European Data Strategy1 is no exception. In this respect, improving interoperability between different sectors is emerging as one of the key challenges for the European Union by the end of the decade, as this is evident both in the systematic ring-fencing of funds and in the dynamic development of harmonised legislation in the field, aiming to impose uniform standards to ensure the sharing of data (for example - Regulation (EU) 2024/9032).

Of particular interest is the strengthening of interoperability capacity within the area of freedom, security and justice in the European Union (EU). The creation of the so-called EU Innovation Hub for Internal Security3, bringing together the leading EU agencies and institutions with competence in the sector and the Commission's vision of developing Common European Data Spaces4 provide the basis for enhanced cross-border cooperation tailored to the operational needs of law enforcement authorities. A key opportunity, from a legal and ethical perspective, is the alignment of the requirements and rules for the creation and dissemination of datasets in the security sector by the law enforcement authorities themselves, the definition of a more limited scope of openness of the data in relation to generally applicable policies, and stricter requirements for the technological systems ensuring the creation and interlinking of datasets in view of the applicable pan-European and national legal framework for the respective hypothesis within the security sector (Scerri, Tuikka, Vallejo, Curry 2022, p. 340). The European Parliament Resolution on the fundamental rights implications of big data5 should also be recalled here and the recommendation set out in its paragraph 29 that the procurement of data processing models, tools and programmes should be formulated and verified in a way that ensures that the processing of personal data is limited to the minimum necessary and that the principles of non-discrimination and privacy are respected. It is extremely challenging not only for businesses, but also for law enforcement authorities to handle data sets in full compliance with the EU legal framework due to the systematic perception of data protection as a fundamental principle (Kusak 2022, p. 214).

While there are a number of risks to using large data sets for national and alliance security purposes - including the creation of "bias" in automated systems based on statistically available information as a result of pre-existing structural discrimination (Crawford, Schultz, pp. 103-104); the possibility of de-anonymization of data (Bormida 2021, p. 76; Boté, Térmens 2019, p. 331), or the contradictions arising when granting access to databases containing biometric data (Hert, Gutwirth, pp. 5-7), among others, innovation in the field should be encouraged, and rules already long known to law enforcement agencies, such as allowing data to be exchanged only for law enforcement purposes and where assurances are created that the receiving party will also use it for the same purpose (Hert, Gutwirth 2006, p. 4), can be applied to them. The requirement to achieve interoperability, otherwise aimed at covering the widest possible range of interested organisations, should here be looked at as intra-sectoral because of the particular protection of information that can be segregated and would be useful to law enforcement entities in the form of shared data.

Effective countering of cybercrime and the development of digital forensics are among the main reasons to strive for the development of shared datasets for law enforcement purposes. For example, human trafficking, pornography, child pornography, homicides, drug dealing, terrorist activity, the cybercrime market, and cryptocurrency exchanges are the top eight most common crimes that can be investigated with the help of analytics programs such as the so-called Surface Web, Deep Web, and Dark Web (Nazah, Huda, Abawaju, Hassan 2020, pp. 171800-171801, 171802). The collecting, interpreting, and verifying the credibility of data on the Internet, on the other hand, is a self-contained process (Böhm, Lolagar 2021, p. 325) that can be secured in a variety of ways, but often for law enforcement agencies themselves, open data work and "open source" based investigation prove to be highly effective mechanisms precisely in the fight against cybercrime and crimes mediated in the virtual environment (Ivanjko, Dokman 2019; Yadav, Kumar, Singh, p. 12420). Information becomes valuable to investigations when it is collected in a timely manner and for a specific purpose, and when it is explored within a broad context of related data (Williams, Blum 2018, p. 8, 10) - precisely the goal pursued by the development of shared datasets for law enforcement purposes.

A distinction should be made here between open data and data collected in investigations based on open-source intelligence (OSINT), the former being progressively regulated at the European Union level6. The open data doctrine builds on the concept on access to public information, that has already been developed over the years (Wessels, Finn, Sveinsdottir, Wadhwa 2017, p. 50), practically deriving principles to which data held by the executive should conform and be made public in order to engage citizens in public processes. Open data is data that can be freely used, reused and disseminated by anyone and, at most, a requirement to attribution and sharing on the same terms can be imposed on developments7 based on it. Open data should be complete, primary-sourced, timely, accessible, machine-readable, non-discriminatory, open-format, and unlicensed or open-licensed8 (Wessels, Finn, Sveinsdottir, Wadhwa 2017, p. 51). The main goal behind the development of open data legislation is to democratize access to high-value datasets to ensure their reuse9. A similar trend, for example, has been observed in other protected categories of data, whose access and reuse are regulated by the Data Governance Act10.

Open-source investigation, on the other hand, is a well-established mechanism for collecting, analyzing, and disseminating data in a way that serves intelligence purposes. If within the 20th century it was mostly centered around the tracking of foreign media in order to obtain strategic information about the enemy's tactical intentions, the last twenty years have seen the so-called "second generation" of OSINT centered around the use of highly effective linguistic, geospatial, network and visual analysis tools. The use of OSINT is applied in a number of scenarios such as situational awareness, terrorist threat risk analysis, investigation of trafficking and smuggling, and online fraud (Yadav, Kumar, Singh 2023, p. 12420).

Handling such large volumes of information requires adherence to high ethical standards and repeated verification of the processed data. Preserving contextual integrity is essential when verifying the credibility of information, especially when it has been collected in the course of an investigation (Forgó et al. 2020, p. 383). Adhering to a standardized system for describing datasets and their origin is also key to tracking potential data compromise during future aggregated analysis (Shanley et al. 2024, p. 2154). As previously stated, privacy and data protection considerations are overriding within European law, and while law enforcement authorities enjoy certain exemptions, the development of shared datasets for sectoral purposes will fall within the generally applicable limitations of both the General Data Protection Regulation11 and Directive (EU) 2016/68012. Thus, within the framework of the TESSERA13 project, in which the Law and Internet Foundation is a participant, a key objective is to define the requirements for interoperability and the ability to share datasets for the needs of law enforcement authorities, as well as to provide recommendations on the introduction of new policies in the field. The challenges related to defining data categories and developing technological models capable of working with them clearly highlight the need for further advancement of harmonised legislation within the third pillar, in order to enable the creation of interconnections between datasets rather than generating 'digital waste'14 from unsupported and unlinked data collections.

In conclusion, the legal and strategic framework for data use in the EU is rapidly evolving in its effort to position the Union as a leader in innovation. However, this dynamic often necessitates the adoption of numerous secondary legislative acts to ensure the correct application of the provisions and, at times, raises concerns about the industry's ability to respond promptly and sustain a comparable level of innovation. Nevertheless, the planned development of the Common European Data Spaces offers significant opportunities for advancing sectoral policies and establishing data handling standards aligned with the needs of sectors such as freedom, security, and justice
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